
 

 

 

 

LifeSmarts U Technology and Workforce Preparation Lesson 

Be Smart About What You Share: A Toolbox Lesson 

 

Toolbox 16: Tell Me the Question 
This is the text version of the PowerPoint Jeopardy-style game found at this link. 

 

 Safety Security Social Media Lingo This & That 

Q100 Short for malicious 

software, this could steal 

personal information from a 

computer or phone. 

In 2021 they were: 

1,2,3,4,5,6 and 

1,2,3,4,5,6,7,8,9. 

Examples include Instagram, 

TikTok, YouTube and 

WhatsApp. 

Stealing, then using 

another’s personal 

identifying information, for 

financial gain. 

A word or phrase preceded 

by a symbol, used on social 

media websites and apps. 

Q200 Repeated unwanted, 

aggressive behavior that 

involves a power imbalance. 

At least 7 characters, upper 

and lower case letters, 

numbers, and symbols are 

recommended. 

Building your community on 

social media by adding 

people you know and trust. 

Not a fingerprint, this data 

is gathered about you 

through activity online. 

Controlling the personal 

information you share and 

access to your online 

actions. 

Q300 This isn’t for salmon or 

halibut, but an attempt from 

thieves to steal personal 

information. 

Use this website or app to 

help save and organize 

passwords. 

Do this and the specific 

person will not be able to 

find you in a search or start 

a conversation. 

Illegal acts using digital 

devices, networks, and the 

internet. 

Your social media posts and 

interactions show this to 

others. 

Q400 Shortened to LBS, mobiles 

devices can use this to track 

your whereabouts in real 

time. 

Just like a laptop or tablet, 

mobile phones need this to 

be secure and safe. 

You see their content in 

your “feed,” but they don’t 

see yours. 

Abbreviated PPI, your 

birthday, driver’s license, 

and bank account numbers 

are all examples.  

Information collected 

without the user being 

aware; such as clicks, 

number of times a site is 

visited, or the IP address 

used. 
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Q500 The good guys, these 

ethical hackers uncover 

system vulnerabilities. 

Along with a password, this 

additional step is needed to 

gain access to a program or 

website. 

Limit who can access your 

social media profile with 

these controls. 

In 2021.Ariana Grande, 

Dwayne Johnson and Kylie 

Jenner were among the top 

ten of these on Instagram. 

A process or set of rules to 

be followed in calculations 

or other problem-solving 

operations, especially by a 

computer. 
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 Safety Security Social Media Lingo This & That 

A100 What is malware? What are the two most 

common passwords used in 

the United States? 

What are social media 

platforms? 

What is identity theft? What is a hashtag? 

A200 What is bullying? What is a strong password? What is friending? What is a digital footprint? What is privacy? 

A300 What is phishing? What is a password 

manager? 

What is blocking? What is cybercrime? What is an online 

reputation? 
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A400 What is location-based 

service? 

What is anti-virus software? What is following? What is personally 

identifiable information? 

What is a passive digital 

footprint? 

A500 Who are white hat hackers? What is two-factor 

authentication? (2FA) 

What are privacy settings? Who are influencers? What is an algorithm? 

 

 


